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Abstract—Wi-Fi is a kind of new technology about wireless broadband access. Compared with conventional wireless technologies, it has faster speed, wider range and better security. In this paper, the concepts and characteristics of Wi-Fi are introduced. Then the applications of Wi-Fi technology are given and several common construction methods of Wi-Fi networks are presented. Problems existed in Wi-Fi technology are discussed. At last, the prospect of Wi-Fi's development is talked about.
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I. INTRODUCTION

With the widespread use of mobile terminals, such as laptop, Wireless Fidelity(Wi-Fi) phone, PDA, etc, the demand for wireless access has become increasingly prominent[1]. In recent years, the wireless networks developed rapidly. Among so many wireless standards, Wi-Fi technology won the favor of people because of its lower construction and operating costs, higher data rate, farther transmission distance and better extensibility, etc.

Wi-Fi, so called wireless broadband, is widely applied in the mobile connection of home and small office network because of its flexibility and mobility. Especially in recent years, the number of wireless access point(AP) is increased rapidly. This makes the applications of wireless network more convenient and efficient. Besides, the APs can be set in public areas. Wireless metropolitan area networks exist in foreign countries based on wireless network standard. Some domestic universities also have been covered by the wireless local area networks(WLAN). Therefore, the position of Wi-Fi in WLAN will become increasingly strong.

II. OVERVIEW AND FEATURES OF WI-FI TECHNOLOGY

A. Overview of Wi-Fi Technology

According to its speed and the presented time, Wi-Fi technology can be divided into IEEE 802.11b, IEEE 802.11a, IEEE 802.11g and IEEE802.11n. IEEE802.11b and IEEE802.11g are commonly used [2]. IEEE802.11b is the oldest wireless network criterion and the most widely used Wi-Fi standard. Its maximum bandwidth is 11Mbps. When the signal is weak or there are interferences, the bandwidth can be adjusted to 5.5Mbps, 2Mbps and 1Mbps. The autoconditioning of bandwidth effectively ensure the stability and reliability of network.

IEEE 802.11a has a larger throughput than IEEE 802.11b. It works in the 5.8GHz frequency band and has good anti-interference ability. But it can not be compatible with IEEE 802.11b and IEEE 802.11g. Moreover, its coverage is relatively small (only about 30m indoor). So IEEE 802.11a is still rarely used among all the Wi-Fi standards currently.

In order to solve the incompatible problems between IEEE 802.11a and IEEE 802.11b, IEEE 802.11 working group formally approved the IEEE 802.11g standard in July 2003[2]. It can be compliant with IEEE 802.11b. So the applications of IEEE 802.11g are more than IEEE 802.11a. IEEE 802.11n standard approved in 2009 by IEEE is the latest Wi-Fi standard. It has a standard of 300Mbps and up to 600Mbps transmission speed [3]. The IEEE 802.11n standard combined MIMO and OFDM technology [4], not only to improve the quality of wireless transmission, but also greatly enhance the transmission speed. Comparison on Wi-Fi technology standard is shown in Table I.

<table>
<thead>
<tr>
<th>Table I. Comparison of WLAN Standards</th>
</tr>
</thead>
<tbody>
<tr>
<td>items</td>
</tr>
<tr>
<td>-----------</td>
</tr>
<tr>
<td>IEEE802.11</td>
</tr>
<tr>
<td>IEEE802.11b</td>
</tr>
<tr>
<td>IEEE802.11a</td>
</tr>
<tr>
<td>IEEE802.11g</td>
</tr>
<tr>
<td>IEEE802.11n</td>
</tr>
</tbody>
</table>

B. Features of Wi-Fi Technology

Wi-Fi is an effective way for broadband access. The features and advantages are mainly reflected in the following aspects [2-4]:
(1) Long transmission distance. The radius of 802.11n standard is up to about 1000m.
(2) Fast transmission speed. Its transmission speed is very fast. The speed can reach 600Mbps, which meets the personal and social needs.
(3) Compatibility with other services. In and above the second layer of Wi-Fi technology are fully consistent with the Ethernet.
(4) Convenient to form the network. Any devices with a wireless network adapter can be easy to enter the network. Therefore, it is very suitable for mobile requirement and has broad market.
(5) Security for use. The actual transmission power of IEEE802.11 is only about 60-70mW. In contrast, the transmission power of cell phone is about 200mW to 1W. The transmitter power of hand-held interphone is 5W. Therefore, Wi-Fi technology is absolutely safe.

III. THE APPLICATIONS OF WI-FI TECHNOLOGY

Since Wi-Fi technology was born at the end of the last century, it has developed for more than ten years. It was first used for indoor positioning by Bahl in 2000 [5]. With the popularization of mobile devices with Wi-Fi, its location technology is gradually extended from the indoor to the outdoor[6]. In 2009, Nobuo Kawaguchi in Nagoya University introduced Wi-Fi-based positioning technology into subway information systems [7]. He also introduced the researches and applications of indoor and outdoor Wi-Fi location technology[8]. In the Wi-Fi-based underground location and tracking systems, the communication between miner and manager and the positioning of the miners in complex environment have been solved [9]. So far, Wi-Fi location technology has widely used in the medical system. The physician can quickly get the patient's information and monitoring patients in time by Wi-Fi network [10].

Now Wi-Fi technology is integrated into more and more digital products. As the concept of digital home is proposed, a variety of products, such as televisions, DVD players, projectors, digital sound box, also have adopted Wi-Fi technology. These new types of appliances can be connected with the background media servers or computers via Wi-Fi network so as to realize digital and wireless of the whole family. As the concept of wireless city is proposed, many countries and regions have put forward the plans for Wi-Fi network coverage[11]. In 2008, a plan for "Wi-Fi through the Hong Kong Government" is present. In the United States, Houston government invested 3.5 million U.S. dollars to build the city's Wi-Fi network. Twelve cities in mainland China have made a clear plan for wireless cities. With the development of cities, Wi-Fi service in the future may be generally a public service and become a part of urban infrastructure construction.

IV. WI-FI NETWORKING SCHEME

A. Wi-Fi Networking Equipments

Wi-Fi is a wireless network consisting of wireless network adapter and AP [12-13]. AP is commonly called as access point or a network bridge, which is a bridge between traditional wired local networks and wireless local network. Wireless network adapter is the client device responsibing for receiving transmit signals from AP.

B. The common Networking Scheme

Compared with wired networks, the construction of wireless network is more flexible and convenient. For the networking with two computers, point-to-point structure can be used and the wireless AP is not required. For the networking with more than two computers, the infrastructure mode is used. A wireless AP (or wireless router) is adopted as the center of network [13].

1) Ad-Hoc network

Ad-Hoc network is the simplest wireless LAN topology. It is also known as point-to-point network or peer-to-peer network. It consists of a group of computers with wireless interfaces (wireless client). These wireless clients share the same workgroup name, extended service set identifier(ESSID) and password. Any two sites on the network can communicate directly [2]. All nodes in self-organized network have the equal status[14]. Nodes can be joined and left the network at any time. The damage of node can not affect the entire network. So it has strong survivability. Ad-Hoc network topology is shown in Figure 1.

![Figure 1. Ad Hoc Wireless Network](image)

2) Infrastructure Network

Infrastructure network is also known as the network with a center. It consists of one or more wireless AP and a series of wireless clients. The network is controlled and managed centrally, which can provide a wide range of services, such as access to the Internet, access to the office network, and access to remote computer resources. Infrastructure network topology is shown in Figure 2.

![Figure 2. Infrastructure Wireless Network](image)
of wireless client[2]. The network topology is shown in Figure 2.

A wireless AP is used as a central station. All the wireless clients access to network by wireless AP. Since each site within the coverage of the central station can communicate with other sites, network layout confined by environment is relatively small. The largest shortage of infrastructure network is its poor survivability. The damage of central station is easy to result in paralysis of the entire network. Moreover, the central station increases the network cost.

C. Outdoor Network Solution based on wireless bridge

Wireless bridge is designed for interconnection between ad-hoc networks for transmitting long-distance data by wireless(microwave). It can be used to connect two or more separate network band. There are three main networking mode based on wireless bridge: point-to-point, point-to-multipoint, relay connection.

(1) Point-to-Point Model

Point-to-Point wireless bridge model generally consists of a pair of wireless bridge and a pair of outdoor antenna, shown as Figure 3. Directional antenna is often used as outdoor antenna. Directional antenna is helpful to improve the strength of wireless signals and the stability of wireless network. The mode is fit for the near local area networks and two wireless antennae can be seen each other.

(2) Point-to-Multipoint Model

Point-to-Multipoint wireless bridge mode can combine a number of discrete LAN into one. This mode usually takes a network as the central station[15]. The other remote sites receive signals from the central station, as shown in Figure 4. In distributed cellular network, a sector manner is used to construct network. This also belongs to point-to-multipoint bridge mode. This mode is shown in Figure 5.

V. PROBLEMS EXISTING IN WI-FI TECHNOLOGY

The current Wi-Fi network is not perfect. There are many problems in the aspects of security, roaming switch and stability[16]. The current standards for Wi-Fi are not provided support for these problems.

A. Security

Because the transmission process of wireless signal is completely exposed to the air, it is more vulnerable than wired network to be hacked. If no proper security strategies, the network will face a larger risk. At the same time, "rub network" phenomena is very common in daily life. It seriously affects the speed and stability of the wireless network.

B. Roaming Switch

When we construct the wireless LAN, a large number of APs are deployed in order to cover larger-scale signals. When people move in the LAN, the terminals need to be switched among these AP.

The traditional switch idea used by Wi-Fi network is "first cut then connect". That is when the transition process is initiated, the workstation firstly cuts from the current AP, and then begins the normal switching process [16]. This
may lead to the larger delay (>300ms), which affects the performance of mobile applications [17].

C. Stability

The wireless networks are easy to be disturbed by other signals around them due to the openness of the wireless channel. This results in the unsteadiness of Wi-Fi signals so as to affect the quality of services. The main factors influenced on the stability of wireless network are: microwave oven, 2.4GHz Cordless Phone and Mutual interference among the WLAN networks.

VI. SUMMARY AND OUTLOOK

In this paper, the concept and characteristics of Wi-Fi are briefly introduced. Then we summarize the applications of current Wi-Fi technology and present the use of Wi-Fi technology for indoor and outdoor networking solutions.

Roaming switching, security, interference, network stability for Wi-Fi technology are the problems shall be considered by network operators. Along with the development of internet protocol, Mobile IP technology and IPv6, roaming switching may be solved. In summary, the hotspot of Wi-Fi technology in future includes:

(1) Cellular Wi-Fi Network. We utilize the existing cellular radio communication network to connect numerous of WLANs in order to cover a larger area and build a "wireless city".

(2) Wi-Fi handsets and VoWLAN (Voice over WLAN) with high-definition sound quality services will become a potential application mode [18].

(3) Wi-Fi positioning technology. With the development of internet of things, Wi-Fi positioning technology [19] in real-time positioning and tracking of people and goods, environmental monitoring management will be more widely applied.

(4) Wi-Fi based wireless home network. The computers, televisions, printers, DVD players, digital projectors and other intelligent devices will be connected by Wi-Fi network to realize the digital and wireless of home appliances.
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