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Abstract

The literature on the acceptance or adoption of unmanned aircraft, aka civil drones, is scarce and under-developed. The majority of literature discusses several social concerns, whereas only little research promotes economic concerns. Additionally, the literature does not consider existing technology acceptance theory, but arbitrarily investigates the acceptance of several applications. This research discusses both social and economic concerns and establishes for a conceptual framework for predicting the public acceptance of drones. The conceptual framework considers the contemporary issues (i.e. social and economic concerns) and is based on risk theory. It proposes that the perception of risk associated with the use of drones influence the public acceptance of the technology. Social and economic concerns, in turn, are proposed as constituents of perceived risk. The proposed model establishes for further theoretical development and empirical assessment in pursue of deeper explanation of the factors which influence public acceptance. The research concludes with stating limitations and proposing recommendations for future research.
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1. Introduction

The concept of unmanned aircraft goes back to the Ming Dynasty around 450 B.C., where the Chinese used it in religious rituals as well as in the battlefield. In modern history, it is believed that the first use of unmanned aircraft was during the Great War. It is noteworthy though that research on unmanned aircraft began around 425 B.C. by Archytas of Tarentum and was developed through the years by the work of people such as Hassan Al Rammah, Leonardo Da Vinci, Mikhail Lomonosov and many others.

The thought of employing unmanned aircraft in civil applications was not initiated until the 1970s, when they were experimented as solar-powered airplanes. Nowadays, there is an evident technological necessity for the deployment of unmanned aircraft. Aside from their use in military contexts to reduce casualties and deaths of military personnel, drones are employed in hundreds of applications from telecommunication, agriculture to conservation and disaster management and many others.

Today, statistics show that drone sales are significantly increasing. These statistics correlate positively with research findings in the very little drone adoption literature; which generally shows a moderate conditional level of acceptance for the technology in the United States, Canada and Australia.

Unmanned aerial systems (UAS) can be of great benefit in many cases. Let us take an example of monitoring high tension towers where usually a helicopter with up to six personnel on-board are employed to survey thousands of kilometers. The use of unmanned aerial vehicles (UAV) instead, can substantially reduce costs of hiring the helicopter and paying the personnel’s wages, and may reduce the risks of injury or maybe life loss. Another example is the ambulance drone, which is capable of saving people suffering cardiac arrest.

There are also great economic hopes laid on the unmanned aircraft industry. It is predicted to generate huge outcomes, be it by increasing employment or revenues. For instance, the European Union considers this industry as one of the determinants of its 2020 economic aspirations. Observable also is an economic movement. Recently, a strategic alliance was established between NASA, Google and 100 academic and business organizations to design a UAS-based traffic management system. Additionally, the UAS industry is innovating: several organizations, in 2015, developed autonomous drones able of tracking the
person’s movement, usually used in recreational activities. The industry has also diversified through the development of supersized drones (i.e. flying cars) capable of carrying passengers. Despite these economic potentials, several challenges lie ahead the progress of unmanned aircraft adoption. The literature as broadly discussed technical, legal, and societal issues, showing a delay in its adoption by different means. Ref. 19 claims that this delay is harmful for the economy as every year of adoption delay costs billions of dollars.

The literature though does not establish clear connections between the delay of UAS adoption and these issues. Moreover, very little has been done relating to the possible economic reasons behind this delay. This study then combines socio-economic factors aiming to provide a holistic view of the slow adoption of unmanned aircraft. The author proposes that social and economic concerns of the public contribute to the delay of UAS adoption. This proposition is further developed by consulting risk theory which promotes perceived risk as the sole determinant of technology acceptance.

Thus, this paper is outlined as follows: an introduction is provided to explain the research background and problem statement; followed by a discussion of current social and economic concerns. Moreover, risk theory is discussed in further detail and the connection between concerns and public acceptance is theoretically established. Accordingly, a conceptual framework is proposed. The model exhibits that social and economic concerns are constituents of perceived risk, which in turn influences the acceptance of drone technology.

1.1. Research Significance

This study is considered significant because it suggests connections between the social and economic concerns associated with UAS technology and the delay of its adoption; believed to not been discussed in literature previously. Academically, the outcomes of this research may establish the foundations for future UAS literature which shall possibly consider a dual socio-economic perspective [rather than the increased focus on social issues]. The research also contributes to theory as it is the first to propose a conceptual model which predicts public acceptance. Proposing a relationship between perceived risk and public acceptance establishes for further theory development and empirical assessment. Practically, this research may indirectly increase the awareness of different stakeholders (e.g. entrepreneurs, policymakers) and assist them exerting more directed efforts towards advancing the UAS industry.

2. Literature Review

2.1. Societal Factors

Several public and official concerns towards the use of UAS in national airspace are reported in the literature. Such concerns are causing harmful reactions towards the technology. In the following, more details are given:

2.1.1. Privacy Concerns

Unmanned aircraft are superbly capable devices which are useful on both the individual and business levels. Their relatively small size allows them to fly over places that humans or alternative technologies such as helicopters or manned aircraft cannot. They are also capable of taking photographs and video captures from different angles and to stay aloft undetected. These aircraft may be also equipped with thermal cameras allowing them to detect objects beyond line of sight.

However, when these capabilities are at times accompanied with ethical misconduct, increased privacy concerns are evident. In many cases, residential and private spaces are invaded whereas it is not possible to identify or track down the drone operator. Concerns have been also raised about UAS commercial activities such as marketing, private investigation, and journalism. With the media desiring unique images and videos to attract more audience, it is not surprising to witness an abuse of privacy by paparazzi rather than drone journalists. Several incidents occurred over the past few years including filming Kate Middleton and Paris Hilton with no prior consent.

Ref. 31 explains that the problem lies in the dynamic means UAS collect data, and in their ability to access areas inaccessible for other technologies, which marks them as harmful monitoring tools. Opposing opinions see that privacy concerns are overstated while other more intrusive technologies exist, such as CCTV and mobile phones, which makes them not the only devices with mounted cameras. ‘For decades, public authorities throughout the world have made use of helicopters and manned aircraft, equipped with cameras, to carry out […] surveillance’ Ref. 20 affirms. Nonetheless, other research expects that privacy concerns will disappear over time, as the public will acquire more knowledge on the technology.

But, what are people worried about? Research claims that people are concerned about the destiny and destination of their personal data and being identified. Bodily privacy is essentially important to the public because it compromises personal freedom which has undesirable influence on innovative behaviors necessary
for economic growth. Additionally, the public is concerned about privacy of their locations and communication [e.g. email, mobile calls] which UAS are also capable of monitoring through a communication link.

Ref. 31 proposes a privacy by design concept which necessitates that UAS designs, prior to manufacturing, in a proactive and preventive manner, should consider alleviating privacy concerns. When this concept is embedded in designs, UAS are expected to monitor areas which mandate surveillance and will identify less details of someone’s face. Additionally, videos will be destroyed after mission is accomplished.

2.1.2. Safety Concerns

Looking at the technical deficiencies of unmanned aircraft, we find that they still are not equipped with certain technologies that warrant public safety. For instance, UAV designs do not include failure mode or a fallback system. Research assures the importance of integrating such systems to ensure safe landing in case of emergencies (e.g. power cut-off, flight instability, etc.). Additionally, designs do not consider sense-and-avoid functions necessary for the safety of other airplanes operating in national airspace. While there are suggestions of using the ADS-B technology which allows broadcasting precise aircraft location and path to air traffic controllers, the idea is not yet used.

There have been various incidents which increased concerns about the reliability and safety of using unmanned aircraft. Most recently, in November 2015, an 18 months old British toddler lost one of his eyes after being hit by a drone flown by a family friend. ‘Oscar Webb’s eye was sliced in half by a propeller’ and will require ‘several operations before he can have a prosthetic eye fitted.’ In 2011, another £13K police drone broke over the River Mersey during a routine training due to failed emergency landing. In the United States, Google’s massive Solara50 (designed to deliver internet services) crashed shortly after take-off at a test site in New Mexico. And many more incidents are found in the news.

Ref. 28 argues that concerns about UAS operations are comparable to other technologies (e.g. manned aircraft). Alternatively, he perceives that the real issue is about untrained pilots who are not skilled enough and lack knowledge of drone regulations. However, the high costs of investigating reckless piloting behaviours stand in the way of holding them accountable.

However, recently, spoofing technologies were introduced by the U.S. Department of Homeland Security to facilitate controlling a drone which poses risks to safety. The thousand-dollar-worth technique depends on making the drone receive false GPS signals from the hackers instead of the satellite, and be directed to the destination they choose. More effective are jamming techniques which overwhelm the drone with GPS signals causing it to stop functioning.

Ref. 50 proposes the concept of ethical design, which permits the aircraft to endure tough weather and technical shortcomings. In his views, UAS should not make decisions autonomously, but a pilot should always be put in loop. Ref. 30 proposes the implementation of safety objectives. Safety objectives include forecasting hazards, investigating a pilot’s flight record, and assessing the aircraft’s technical reliability prior to a flight.

2.1.3. Security Concerns

Furthermore, drones because of being a flexible and easy-to-tame technology become vulnerable to the use in mischievous activities and raise security concerns from civil authorities (e.g. law enforcement). Authorities are worried about employing unmanned aircraft in criminal and terrorist acts especially that they are difficult to detect or stop. These concerns were upheld over the past few years.

In 2014, more than 30 UAVs were flown over different areas of a nuclear reactor in southern France for unclear purposes. Oda Becker, a nuclear consultant, expressed concerns that these drones might be spying in preparation for an attack. In 2011, an American citizen was arrested for planning to launch an attack on the Pentagon and the U.S. Capitol using drones loaded with remotely controlled explosives. The suspect also identified other sites in Washington D.C. for similar attacks. Many other incidents may have taken place and not reported. It has been claimed that, since 2011, the authorities of the United States, Germany, Spain, and Egypt have thwarted at least six terrorist drone-attacks.

Several authors discuss security concerns and provide rationale behind such attacks. Ref. 70 claims that employing military drones in unregulated strikes in the Middle East plays a major role in instigating terror attacks using civil drones. Because of these strikes some are motivated for revenge and are even gaining more public compassion, he expounds. Ref. 52 explains that these strikes have severe psychological impacts on people: ‘but the scandalous mistakes […] cannot so
easily be erased from public memory [of the Middle Eastern] ... [a strike hit] impoverished innocents scavenging for saleable metal fragments from the earlier bombardments’ (p.17).

2.1.4. Implications of Societal Concerns
These social concerns, in many instances, have implications on UAT adoption. First, unmanned aircraft are being banned access to national airspace. Famous instances include bans in U.S. national parks and in Indian airspace. Second, drone flights in some instances are provoking citizens who are in return reacting violently towards them. Last, aviation authorities are being reluctant or maybe hesitant in setting laws to regulate the use of unmanned aircraft. The U.S. Federal Aviation Administration (FAA), for example, which promised a clear regulatory framework for operating drones in the United States by September 2015, has just delivered one in June last year. Similarly, several EU countries have either not finished developing regulations or are not showing interest. Authors of Ref. 47 argue that regulations have influence on the rate of technology adoption. Similarly, findings from Ref. 48 show that the strictness of regulations negatively influences technology adoption.

2.2. Economic Concerns
Ref. 5 investigates the status of unmanned aircraft industry revealing interesting findings among which is that the UAS industry lacks rivalry. The author, based on industrial reports, showed that UAS profits and production distribution in North America alone are almost three times as the rest of the world; that is, $2.7 billion followed by Europe with $780 million while the rest of the world merely produces a sum of $280 million. Moreover, he noted that there is also a huge gap in the number of manufacturers worldwide, between Europe, Asia-Pacific and North America from one side and South America and Africa from the other (See Figure 1).

The same research predicts that the UAS industry is more likely to experience high investment reluctance (or it might be happening) because of elevated business risks associated with the technology. The current research proposes that these business risks include the several issues debated earlier herewith (i.e. technical and ethical issues, concerns, bans and regulations). This may also provide an interpretation for the intercontinental gap in UAS production. Additionally, Ref. 5 considers that entrepreneurs may be reluctant to invest because of the fear of job loss and destruction of staff skills.

3. Theoretical Background: Risk Theory
Risk is a central issue in technology management, it has the power of stimulating and demising industries. However, risk theory was not employed in consumer research until Raymond Bauer (1960) introduced it to the marketing discipline; beforehand it was used in research on economics and psychology. Bauer (1960) proposed that risk arises from unexpected, indefinite and unpleasant consequences resulting from a product purchase. Whereas uncertainty is reflected in this definition, Peter and Rayan (1976) propose that perceived risk relies on a person’s evaluation of ‘expected’ loss and thus also holds a certainty component. A general definition is provided by Ref. 61 ‘perceived risk in marketing is the nature and amount of risk perceived by a consumer in contemplating a particular purchase action’.

Disciplines, other than consumer research, make a distinction between unexpected and expected risk. For instance, economic research considers risk a consequence of high expectation of risk occurrence. Nonetheless, it also reflects the existence of a probability distribution of ‘uncertain’ outcomes. The nature of perceived risk holding both certainty and uncertainty has implications on risk acceptability discussed in the following paragraphs.

Risk acceptability is the core of research which employs risk theory. The fundamental quest in understanding risk acceptance is to evaluate “how safe is safe enough?” Ref. 54 explain that risk acceptance depends on the level of risk [or perceived risk] associated with an activity [e.g. purchase or use of a product]. This risk though equally produces some benefits to the individual or society. Thus, as Ref. 63 put it, acceptable risk is ‘a function of benefits or other […] characteristics. If the
levels of risk meet acceptability criteria, the technology is considered acceptable\textsuperscript{63}; otherwise, a risk-handling behaviour should take place to reduce the overall perceived risk to an acceptable level\textsuperscript{58}.

The level of perceived risk depends on the level of anticipated hazard; the more serious the hazard is, the higher its perceived risk, the more likely a risk handling behaviour is to be desired\textsuperscript{64,65}. Equally important in determining risk-handling behaviors is perceived benefit and the inability to tolerate losses\textsuperscript{64}. Risk handling occurs when the risk held in an activity is higher than the acceptable level. Therefore, a person engages in risk reduction behaviors such as information search\textsuperscript{62} and education\textsuperscript{58}. Thus, reduced risk is merely an informed [or educated] version of the inherent risk, which implies the importance of informing and educating on new technologies [e.g. drones].

Hence, risk reduction is an informational\textsuperscript{62} and educational\textsuperscript{58} process leading to a tradeoff between perceived risk and other characteristics of the product or service to reach risk acceptance. This leads us to think of a risk-benefit tradeoff\textsuperscript{64,63}. Different forms of tradeoff exist: for instance, product characteristics\textsuperscript{63} such as class, brand, quality, and price were shown to moderate the level of inherent risk\textsuperscript{53}. Moreover, product class, when one’s interest is high, may be an alternative determinant of risk-reduction behaviors, rather than perceived risk\textsuperscript{64}. The tradeoff may also happen within the risk components or types, reflecting an overall, acceptable or not, perceived risk\textsuperscript{66}.

It is important to note that perceived benefit is usually considered as a part of perceived risk\textsuperscript{63} rather than a salient and independent component; as per the perceived risk tradition\textsuperscript{57}. Nonetheless, several authors consider perceived risk and perceived benefit as separate beliefs\textsuperscript{54,57,58}.

Five risk types or components exist, as proposed by Bauer (1960). These components: financial, social, functional, physical, and psychological; constitute the overall perceived risk\textsuperscript{66}. Additionally, Ref. 67 proposed that time loss is also a form of risk [e.g. a life span: a year or two] important to measure risk acceptance. Recent research proposes other dimensions such as perceived personal risk [equivalent to safety risk in drone research], perceived privacy risk and perceived source risk\textsuperscript{62} [i.e. being cheated by the selling firm].

Thus, from this synthesis, we can conclude that perceived risk is a multidimensional construct\textsuperscript{57,62}. The influence of each dimension or component, though, on the overall perceived risk depends on the context\textsuperscript{59}. However, this influence is mediated by psychological risk\textsuperscript{57} which means that a risk type which does not impact the consumer psychologically, may not have a significant influence on the overall perceived risk. In other words, if an economic risk [e.g. job and skill destruction], for example, is not of the consumer’s concern, it will not account to their overall perception of a product’s risk.

4. Discussion

In light of the above, and based on the review of literature, we can propose that the acceptance of civil drones is influenced by perceived risk which is, in case of concurrent issues, caused by social and economic concerns. Social risks are summarized in concerns about privacy, safety, and security. On the other hand, economic risks are characterized by investors’ concerns about job replacement and skill destruction.

Such proposition is relevant to the current stream of research discussing social and economic concerns towards drone use, and suggests a relationship between concerns and the acceptance of drones, never been proposed previously. This establishes for theory development and incorporating additional constructs to explain or predict public acceptance. Other theories which promote more determinants of public acceptance may also be consulted.

As Fig. 2 depicts, social and economic concerns cause the rise of perceived risk, which presents it as a formative construct. However, concerns may be the reflection of the public’s perceptions of risks associated with civil drones, and hence can be represented as a reflective construct. It really depends on the maturity and development of the risk components. When sufficient expression of concerns is obtained, then it is
possible to provide a formative representation of the construct.

Relatedly, the scarce and under-developed drone literature encourages the search for research on public acceptance of other technologies. This may be helpful in construct development and validation. For instance, literature on genetically modified organisms is rich in research discussing the influence of perceived risk on public acceptance and provides previously validated measures. Nonetheless, it is noteworthy that several conceptual and operational modifications will be needed to suit the constructs to the drone context. An integration of drone literature may be useful.

5. Conclusion
This research aimed at explaining, based on concurrent issues and existing theory, the reasons or factors behind the delay of civil drone adoption. Literature review has shown that several social and economic concerns exist, however no influence was proposed on the delay of the technology’s acceptance. The reviewed literature also did not, except for one article, consider a theoretical background for the research. However, this article did not test relationships between perceived risk and public acceptance.

The current research detailed the existing social and economic concerns, and broadly discussed risk theory. Based on that, the author developed a model which proposes that public acceptance is influenced by their perceptions of risks associated with drone use. The perceived risk was hypothesized as being composed of both social and economic concerns.

Due to the novelty of this UAS research and the absence of relevant material, this research often relied on industrial evidence, however, this may also be perceived as an advantage, as academic research was often validated by industrial facts. Additionally, this research has proposed a primitive model which paves the way for future research for further development. Due to time limitation, this research also left behind empirical validation of the proposed model. Future research may consider the development and empirical testing of constructs.
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