Data information as a new subject matter of IP: What can China learn from Europe?
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Abstract. The research is constructed on three layers of questions. The first layer of questions is concerning the conceptual aspect of data. In this regard, I will explore the nature of data and analyze the existence in legal system. Then a conclusion will be made on if “data information” is a proper concept in lawmaking in China. The second layer of questions relates to the justification or falsification of protecting industrial data with exclusive rights. As a potential object of intellectual property rights, both legal and economic theories will be used to examine whether industrial data should be bonded with exclusive rights by law, especially under the context of China. The third layer concerns the methodological questions, regarding to the approach of constructing a systematic legal protection for industrial data. Even if the protection industrial data is justified, questions still exist concerning to the means of protection. Different approaches of protection lead to very different consequences and a more reliable solution may be found not only from the experience of jurisdictions such as EU and US, but also from legal theories. Based on this structure of research, a relatively complete conclusion may be drawn for the regulation of “data information” and industrial data protection.

1. Introduction

The concepts of “data information” and “virtual property” have been abandoned in the latest version of draft of Chinese Civil Code (General part) and lawmakers have become more cautious about the legislation for data.

However, considering that data itself has increasingly become more valuable and it has already given rise to a large scale of dispute, a deep research related to data protection will still be beneficial for China as well. Against this background, my research is going to analyze whether “data information” should be protected as a new subject matter of intellectual property; if not, how should lawmakers design the legal realm for “data information” and response to newly emerged data such as industrial data.

2. Realizing the Nature of Data and Its Formality in Legal System

In the amendment of civil law in China, the concept so called “data information” is doubtful and the draft itself has not given out a clear definition for it yet. Since each kind of the subjects of intellectual property rights could be regarded as certain kind of “information” and data itself is certainly a kind of “information”, thus the word “information” – in the conception of “data information” – seems to be redundant.

Moreover, this concept will mislead the realization of the nature of data. The variety and diversity of data make the definition over enormous that all kinds of data may be included in, such as raw data, personal data, industrial data, database and so on. If data is the certain object that civil law tends to

grant an exclusive right to it, the realization of data should be the foundation of legislation. A blurry definition will be no good for this purpose.

Then the question is how we can realize data in a systematic way, so that it can provide some insights in comparing with other immaterial objects. Semiotics may be effective in exploring the nature of data. According to semiotic theories, information can be divided into three levels, from low to high levels, they are: syntactic information, semantic information and pragmatic information. In short, syntactic information refers to the information of signs (like 0 and 1); semantic information refers to the information of meanings; and pragmatic information refers to the goals of information. Higher level of information is based upon the lower ones.

Data should be classified to the syntactic information under this structure which is the lowest level. However, other kinds of IP right objects such as work, trademark and invention are normally classified to the semantic and pragmatic information. Consequently, if data is protected as an IP rights, the existence of other kind of IP rights will definitely be affected.

If we change the angle of observation, it could be found that in the legal system, information exists in many kinds of formalities. Despite IP rights protected objects, information could also exists as privacy and certain kinds of property. As the most foundational level of information, data could actually become any formality which is mentioned above.

Based on this theory, the concept of “data information” as a new subject matter of IP rights is totally falsified.

3. Understanding the Benefits and Problems of Granting Industrial Data with Exclusive Right

Data without further classification may not be possible to be protected by law, not to mention being treated as a property right. There already exists a rough classification of data, i.e. personal data and non-personal data. Generally, personal data is usually believed to be not suitable for being protected as an intellectual property, while non-personal data is believed to have the potential to be protected as IP rights. However, the concept and scope of non-personal data is also not well defined. A better concept for discussion is industrial data, which is the data sensed, produced, aggregated and distributed by machine.

Regarding to grant a new IP rights to industrial data, it may have both benefits and problems. The possible benefits may be providing incentives for the production an disclosure of industrial data as well as maintaining competition order in relevant markets.

However, these benefits are uncertain. For example, the presumption of IP rights to provide incentive of production and investment is based upon the fact that the the specific subject of IP rights is a kind of public goods. For the characteristics of public goods, the owner of the subject will suffer the cost of other’s copying and using if he cannot exclude these behaviors. The problem for industrial data is that the owner of it can actually exclude others access to it by technological methods or keep it as a secret. As a result, industrial data will not really suffer the problems that public goods have and the exclusive IP right will not bring the incentive as promised.

4 Zech H. Information as Property, JIPITEC, 2015(6), 192.
6 “Granting individuals property rights in personal information is unlikely to achieve information privacy goals in part because a key mechanism of property law, namely the general policy favoring free alienability of such rights, would more likely defeat than achieve information privacy goals.” See Samuelson P. Privacy as intellectual property?[J]. Stanford Law Review, 2000: 1125-1173.
Meanwhile, granting exclusive rights to industrial right may encounter with some problems. These problems often include allocation, specification and access problems. Allocation problem refers to the question who owns industrial data. In the digital environment, many stakeholders are involved in the production, aggregation and distribution of data. It is due to machines (such as networked cars) are normally manufactured, used or owned by different stakeholder. Thus the allocation of rights among these stakeholders may be a very complicated problem. Specification problem is mainly due to the particularity of industrial data. Since industrial data is more likely to be a syntactic information rather than semantic or pragmatic information (current subject matter of IP rights are all belong the later classification), the scope of the potential rights of industrial must be very different from current IP rights. The designation and enforce of such right will be complicated and full of uncertainty. Access problem is the last but also most important problem raised from granting exclusive rights. An obvious consequence that granting exclusive rights to industrial will lead to, is the increasing barriers to accessing data as well as entering the related market. This consequence will definitely affect the legitimacy of industrial data protection.

4. Concluding The System Constructed By IP Law and Unfair Competition Law for Newly Emerged Subject

Finding a basic methodology to deal with newly emerged subject matter is very important for developing countries like China. There are mainly four main types of protection for subject matter related to the development of digital technology, which are intellectual property, unfair competition, contracts and technological protection measures (TPMs).9

Regarding to non-creative database, a sui generis right is considered to be the most effective mean of protection which directly grant right holder an exclusive property right and EU had established a sui generis right regime to achieve such effective protection. On the contrary, the U.S. did not take the same strategy. Accordingly, database protection in EU with the extra sui generis right system is much stronger than it in the U.S. However, despite the stronger protection, a report from EU Commission shows, “the ratio of European/US database production, which was nearly 1:2 in 1996, has become 1:3 in 2004.”11 The conclusion for database case suggests that stronger protection may not certainly lead to better market efficiency.

Even more seriously, although the EU commission has already recognized this problem, the protection is still not repealed from database. As professor Kur comments, “This conforms to a general pattern which can be observed throughout intellectual property law: Once protection has been granted for certain types of items or achievements, or when existing protection is extended in its scope, it will never be “scaled back” to the status quo ante.”12

There are several ways for protecting investment in intangible object from legal perspective and they can be divided into different levels of density according to professor Hilty’s theory. From weak to strong, they are protection based on open-ended norms such as general clauses; sui generis rights; trade mark rights, industrial designs, and geographical indications; and lastly patents and copyright.13 Based on this model, professor Kur suggests new type of protection should start from small use unfair competition law as an “incubator” for new types of rights and gradually enhance the protection towards exclusive right if it is necessary.14 Based on previous experiences, the protection for industrial data should start from lowest level and gradually grow if it is necessary.

10 “the burden is regularly shifted to the alleged infringer to justify her conduct once the prerequisites for protection have been established, whereas – at least according to the general theory – it is the person alleging that another’s activities are unfair, who must bear the onus of pleading and substantiating the claim.” Kur A. What to Protect, and How? Unfair Competition, Intellectual Property, or Protection Sui Generis[J]. In: Intellectual property, unfair competition and publicity: convergences and development/ed. by Nari Lee et al.-Cheltenham: Elgar, 2014: 21.
11 See DC Internal Market and Services Working Paper, supra, fn. 8.
12 Kur A. supra, fn. 10, p. 27.
14 See Kur A. supra, fn. 10, pp. 11-32.
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