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Abstract. With the development of the communication network, the cognitive radio becomes good enough to provide the reliable spectrum resources and reliable communications for the secondary users (SUs). This paper considers improving a computer network protocol and then utilizing this computer protocol for secondary users’ (SUs’) information exchanges in cognitive radio. Energy detection is used to find the idle spectrum resource of the primary user (PU). The threshold value can be found out to guarantee that the energy detector can run in the optimal performance. Thus, the physical layer can be built in a good condition. Then the computer network protocol, i.e. UPD, can be utilized for information exchanges between SUs for better spectrum sensing. Simulation results are provided to demonstrate our proposed method.

Introduction

The computer network has faced continuous development in recent years and more and more theory has been put into application to meet the higher and higher demand for network performance, especially the high-required demand for the network's ability to support mobile computing. The definition about mobile computing is the performance that the network terminal are able to be roaming in the network and maintain network communication at the same time. However, in the traditional situation, large area network (LAN) cannot meet the requirement; in this case, the wireless LAN technology was introduced and appeared rapidly development.

After a period of time, the people have experience the great development of the wireless technology. Many applications about the wireless technology have great improved the social efficiency and the quality of human life in civilian field. It can meet the communication needs of field activities and disaster relief action, which can be used to combat units, elementary relief systems and the communication systems between urban vehicles. It also can be used to satisfy the demand that some temporary communication network can be built quickly. Under this background, the shortage of the spectrum resource imposes a big restriction on the application.

Although the demand of spectrum has greatly increased, owing to the rapid development of wireless network, the spectrum resource which can be used is limited. The data shows that the available resource cannot support such amount of wireless devices. Fortunately, according to , a large proportion of licensed spectra cannot be made fully use of today, which means people still have the chance to develop and improve the wireless technology. Therefore, cognitive radio (CR) [2-3] and dynamic spectrum access (DSA) [4] were proposed by the scientists and have been experienced further development. In this field, the licensed users are called primary users (PUs) [5]. The study shows that allowing the licensed spectrum to be shared by secondary users (SUs) can improve remarkably the spectrum efficiency. For this context, the new concept - SUs [6] are proposed and play an important role in the application. The technology of detection, like energy detection [7] and cooperative spectrum sensing [8], appears to support the study.
Most of the protocol is based on the characteristics of the wireless situation—limit of power, instability and so on. However, nowadays the new technique can overcome most of the shortcoming, which means wireless network can be considered as a wire network in some situation. This paper is based on this idea and use the common computer network protocol to build ad hoc network, with the help of UDP [9] and CBR [10-11].

The paper is organized as followings: Section II is talking about the cogitative radio technology, i.e. spectrum sensing and energy detection and the threshold will be found to guarantee that the detector can run in optimal performance; Section III offers details about UDP and CBR; Section IV offers the steps about the construction of the ad hoc network and includes the results of the simulation. The last section is the conclusion about the research.

**Spectrum Sensing**

**Energy detection.**

The best sensing method is the energy detection, when SUs cannot get enough information of the PU’s signal. This is a simple spectrum sensing method, whose verdict doesn’t need to be based on the prior information. In this case, the energy detector will never require a prior information about the PU’s signals, but the detectors need to know the power of the white Gaussian noise in the background. *Figure 1* shows the flowchart of energy detection algorithm.

\[ y(n) = \begin{cases} 
  p(n) + v(n) & \text{for } H_1, \quad 0 \leq n \leq N - 1, \\
  v(n) & \text{for } H_0 
\end{cases} \]

\[ r(t) \rightarrow \text{BPF} \rightarrow y(t) \rightarrow (\cdot)^2 \rightarrow \int_0^T \text{Thres} \rightarrow \{H_0, H_1\} \]

*Figure 1*

From the flow chart above, it shows that SUs can get the verdict based on the threshold, by calculating the energy of the received signal which is received by band pass filter.

**Energy Detection Model.**

Cognitive radio system makes the verdict that whether band is used by detecting the signals from the PU and looking for spectrum hole. According to the statement above, the detection problem can be solved as the following model:

\[ y(n) = \begin{cases} 
  v(n) & \text{for } H_0, \\
  p(n) + v(n) & \text{for } H_1, \quad 0 \leq n \leq N - 1 \end{cases} \]

In Eq.(1), \( y(n) \) is defined as the received signal at SU; \( N \) is thenumber of samples; \( p(n) \) is defined as an unknown PU signal which suffers from the condition of the wireless channel, like attenuation, loss, delay and so on; and \( v(n) \) is an Additive White Gauss Noise (AWGN) with zero mean and variance of \( \sigma^2 \).

In this model, the Hypothesis \( H_0 \) is defined that PU is inactive, while hypothesis\( H_1 \) is defined that PU is active. The energy detection will make the verdict by detecting the signal energy and comparing it with value of the preset threshold.

**Probability of Detection And Calculation of Threshold.**

In this section, the premise that \( p(n) \) and \( v(n) \) are independent on each other and the average power of the signal is the only information for the energy detection system should be made to validate the following solution procedure.

At first, a test statistic needs to be defined to assist the system make the verdict. The test statistic for energy detection can be expressed as:

\[ T(y) = \frac{1}{W} \sum_{n=0}^{W-1} |y(n)|^2, \]

In Eq.(2), \( y(n) \) is the signal as given in Eq.(1), which is sensed by SU and \( W \) indicates the length of the sensing window, whose meaning is its discretelength in samples.
On the condition that the number of samples in the signal $N$, if the noise average power is constant, sensing signals transmitted from PU user receives can be considered as a complex Gaussian process with zero mean. Meanwhile the receiving end of the interference signal is a white Gaussian noise with zero mean. Thus, based on the central limit theorem, the following approximate expression can be found:

$$T(y) \sim \begin{cases} N \left( \sigma^2, \frac{2}{W} \sigma^4 \right) & \text{for } H_0 \\ N \left( (1 + \gamma)\sigma^2, \frac{2}{W} (1 + 2\gamma) \sigma^4 \right) & \text{for } H_1 \end{cases}, \quad (3)$$

In Eq.(3), $\gamma = \frac{\sigma_p^2}{\sigma^2}$ and $\gamma$ is the SNR under hypothesis $H_1$ and $\sigma_p^2$ is defined as the power of the PUs signal.

Based on Eq(3), the probability of detection $P_d$ and false alarm $P_f$ can be obtained by

$$P_d = P(T(y) > \lambda | H_1) = Q \left( \frac{\lambda - (1 + \gamma)\sigma^2}{\sigma^2 \sqrt{(1 + 2\gamma) \frac{2}{W}}} \right), \quad (4)$$

$$P_f = P(T(y) > \lambda | H_0) = Q \left( \frac{\lambda - \sigma^2}{\sigma^2 \sqrt{\frac{2}{W}}} \right), \quad (5)$$

In (4) and (5), $\lambda$ is an assumed threshold value that will make the energy detection run in the optimal performance, and the symbol $\lambda$ needs to be derived and $Q(\cdot)$ represents the Q-Function which me.

There is not enough information for the model to define the probability of missed detection. In this paper, the probability of missed detection is determined to be equal to the probability of the false alarm. In that case, the threshold value $\lambda$ can be derived, based on the following expression:

$$1 - P_d = P_f. \quad (6)$$

Substituting Eq.(4) and (5) into (6), the result is:

$$\lambda = \sigma^2 \left( 1 + \frac{\gamma}{1 + \sqrt{1 + 2\gamma}} \right). \quad (7)$$

Ad Hoc Network

**Introduce UDP.**

The User Datagram Protocol (UDP) designed by David P. Reed [9] is one of the important components of the Internet Protocol Suite. UDP does not provide any handshaking mechanism for guaranteeing packets reliability, packets ordering and data integrity. Time-sensitive and real-time applications like voice and video traffic use UDP because dropping packets is preferable instead of long delay of packets. UDP flow is consist of a set of packets with the same 5-tuple and its packet inter-arrival time does not exceed the fixed timeout 64s. [12] In this case, UDP is used to realize the transmission.

**UDP header.**

The following picture shows the UDP header, an important part for an equipment to transform. The header is used to identify the data packet.

<table>
<thead>
<tr>
<th>Offset</th>
<th>0</th>
<th>1</th>
<th>2</th>
<th>3</th>
</tr>
</thead>
<tbody>
<tr>
<td>Source port</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Destination port</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Length</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Checksum</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Fig. 2. UDP header
In Fig.2, **Source port** denote the beginning port of UDP packet. **Destination port** denote the destination of the UDP packet. **Length** denote the length of the UDP packet. **Checksum** denotes the Check of all data packet throughout the UDP.

**CBR.**

The Case-Based Reasoning (CBR) is a powerful and reflex natural. It rooted in early 1980s, is a major paradigm in automated reasoning and machine learning. [13] CBR is a method of solving problems, which is different from other artificial intelligence (AI) approaches. In particular, it uses the specific knowledge of concrete, previously experienced, problem situations. [14] Thus, It is useful to apply the CBR in our ad hoc Networks.

**The Network topology structure.**

The topology structure shows how these three SUs work in the network. In Fig.3, SU0 and SU1 are used UDP/CBR to exchange information.

![Network Topology Structure](image)

**Fig. 3.** The network Topology Structure: SU0 and SU1 are exchanging information by using UDP/CBR

**Simulation**

Ns2 is a discrete event simulator targeted at networking research. Ns2 provides substantial support for simulation of UDP, routing, and multicast protocols over wireless networks.

**Algorithm of NS2.**

This network need use the NS2 to simulate. Therefore, there are some major algorithm to show how the Network works.

a) **Create channel and God:**

   set chan [new $val(chan)]

   set god [create-god $val(nn)]

b) **Load the god object with shortest hop information:**

   $god set-dist 1 2 1

   $god set-dist 0 2 2

   $god set-dist 0 1 1
c) **Su1 starts to move upward and then downward:**

   set god [God instance]

d) **When the time is 200s, the su1 starting from (500, 500) to the (500, 900), it runs with 2.0 m/s:**

   $ns at 200.0 "$node_(1) setdest 500.0 900.0 2.0"
e) **When the time is 500s, the su1 starting from (500, 500) to the (500, 900), it runs with 2.0 m/s:**

   $ns at 500.0 "$node_(1) setdest 500.0 100.0 2.0"
f) **Set the primary location of the SU**

   $node(0) set X_ 250.0

   $node(0) set Y_ 500.0
\[ \text{Throughout} = \frac{\text{Transfer size}}{\text{Transfer time}} \] (8)

This model can use AWK to analyze the data in the ‘Trace File’, and use GNUPLT to show the figure of throughout. Now, the following shows the algorithm of the THROUGHOUT and its figure.

**Algorithm of the Throughout**

a) **Give the new definition of each bit**
   
   event = $1$
   
   time = $2$
   
   node = $3$
   
   trace_type = $4$
   
   flag = $5$
   
   uid = $6$
   
   pkt_type = $7$
   
   pkt_size = $8$

b) **Calculate the throughput in different time:**
   
   for(j=1; j<i; j++) {
      th=pkt_byte_sum[j]/(end_time[j]-start_time)*8/1000;
   }
2) The figure of throughout

![Figure 4: Throughout of the network](image)

In fig. 4, the throughput is a little small, and during the movement of SU2, the throughput is becoming smaller and smaller.

**Packet loss Rate.**

Packet loss rate is the ratio of the amount of correctly received bytes at the destination port to the total amount of bytes transmitted at the source port.

This is followed by the eq. (9):

\[
\text{Packet Loss Rate} = \frac{\text{The number of sending Packets}}{\text{The number of Receiving packets}} \tag{9}
\]

1) Algorithm of Packet Loss Rate

c) Give the new definition of each bit:

- event = $1$
- time = $2$
- node = $3$
- trace_type = $4$
- flag = $5$
- uid = $6$
- pkt_type = $7$
- pkt_size = $8$

d) Calculate the number of the packets from source node:

\[
\text{if(event=="s"\&\&pkt_type=="cbr"\&\&trace_type=="AGT") sendsum++;}
\]
e) Calculate the received packets's number:

\[
\text{if(event=="r"\&\&pkt_type=="cbr"\&\&trace_type=="AGT") recvsum++;}
\]
f) Calculate the rate of packet-quiting

\[
\text{losssum=sendsum-recvsum; loss_rate=losssum/sendsum;}
\]

2) Show the packet loss rate

![Figure 5: Packet loss Rate of the network](image)

In this figure, the Packet loss rate is 54%. It is very large, which affects the communication between the SUs.
Delay.
The time taken by the data packet to reach the intended destination, and here we considered End-to-Enddelay.
This is followed by the eq. (10):
\[ \sum_{j=1}^{n} \text{delay of the packet} \] (10)

1) Algorithm of the Delay

g) Give the new definition of each bit
   - event = $1$
   - time = $2$
   - node = $3$
   - trace_type = $4$
   - flag = $5$
   - uid = $6$
   - pkt_type = $7$
   - pkt_size = $8$

h) Calculate the delay
   If(event=="s"&&pkt_type=="cbr"&&uid> highest_uid ) {
      highest_uid = uid;
   }
   If(event=="s"&&pkt_type=="cbr"&&uid==highest_uid&&trace_type=="AGT")
      start_time[uid] = time;
   }
   If(event=="r"&&pkt_type=="cbr"&&uid==highest_uid&&trace_type=="AGT")
      end_time[uid] = time;
   } if( event=="D"){
      end_time[uid] =-1;
   }

2) the Figure of Delay

In fig.6, the Delay is very large. This must influence the ad hoc networks runs, and it must cause the congestion.

Conclusion

In this paper, UDP/CBR is used for SUs’ information exchanges in a CR. Energy detection technology with an optimal threshold is employed to find the idle spectrum resource. These resources will be utilized to build the Ad Hoc Network with the assistance of the computer network protocol.
The simulation on the NS2 is also successfully accomplished. After finishing the simulation of the Ad Hoc network, it indicates that the proposed idea in the paper works well. However, there are some problems remains, for example, delay and the through-out is not so good, which is the future work.

References


